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Update WebSphere 7.x and 8.X 
 
1. Login to websphere console goto Security -> SSL certificate and key management 
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2. Click on Manage certification expiration 

 
 

3. If you have “Enable checking” websphere automatically manages your ssl key expirations 

based on the options you selected.  
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Initial install of SSL Certs on Websphere 
 

1. Login to WebSphere console 

 
2. Goto SSL Security -> certificate and key management 
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3. Go to Keystores and certificates 

 
 

4. Go to NodeDefaultTrustStore (If you are on a clustered environment make sure you do 

these steps for both nodes.) 
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5. Go to Signer certificates 

 
 

6. Click on “Retrieve from port” 

 
 

7. Enter the details requested 
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8. Hit “Retrieve signer information” 

 
 

9. Cert information is retrieved and you can Apply the certs and save the configuration 

 
 

10. Once the cert information is applied you have to restart the JVM. (On a Network Deployment 

you may not have to restart the JVM but if you are using Express we might have to do a 

restart. You can test CSM connection without a restart and see if it works if not you can 

restart the JVM) 

 


